Find all main http requests in Qwallity app - <https://qwallity-dev.onrender.com/>

1. Registration
2. Login
3. Add Course

Format: File should contain 3 parts mentioned above with their main requests:

1. URL
2. Request Method and analyze
3. Request headers
4. Response Headers

REGISTRACION

General

Request URL:

https://qwallity-dev.onrender.com/register

Request Method: GET

Status Code: 200

Remote Address:

216.24.57.253:443

Referrer Policy:

strict-origin-when-cross-origin

REQUEST HEADER

:authority:

qwallity-dev.onrender.com

:method:GET

:path: /register

:scheme:

https

Accept:

text/html,application/xhtml+xml,application/xml;q=0.9,image/avif,image/webp,image/apng,\*/\*;q=0.8,application/signed-exchange;v=b3;q=0.7

Accept-Encoding:

gzip, deflate, br

Accept-Language:

en-US,en;q=0.9,hy;q=0.8,ru;q=0.7

Cookie:

session=bf5b106f-b88f-46fd-9b91-96c48990576c

Referer:

https://qwallity-dev.onrender.com/register

Sec-Ch-Ua:

"Not/A)Brand";v="99", "Google Chrome";v="115", "Chromium";v="115"

Sec-Ch-Ua-Mobile:

?0

Sec-Ch-Ua-Platform:"Windows"

Sec-Fetch-Dest:document

Sec-Fetch-Mode:navigate

Sec-Fetch-Site:same-origin

Sec-Fetch-User:?1

Upgrade-Insecure-Requests:1

User-Agent:Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/115.0.0.0 Safari/537.36

Console

top

Default levels

1 Issue:1

2 hidden

﻿

my.js:16 success

VM330:1 Uncaught SyntaxError: Unexpected end of JSON input at JSON.parse (<anonymous>) at Http.onreadystatechange (my.js:34:20)

RESPONSE HEADER

Alt-Svc:h3=":443"; ma=86400

Cf-Cache-Status:DYNAMIC

Cf-Ray:7f82e7723ef37d1d-EVN

Content-Encoding:

br

Content-Type:text/html; charset=utf-8

Date:Thu, 17 Aug 2023 15:20:58 GMT

Server:cloudflare

Set-Cookie:session=bf5b106f-b88f-46fd-9b91-96c48990576c; Expires=Sun, 17-Sep-2023 15:20:58 GMT; HttpOnly; Path=/

Vary:Accept-Encoding

X-Render-Origin-Server: Gunicorn

﻿

LOGIN

General

Request URL:https://qwallity-dev.onrender.com/login

Request Method: POST

Status Code:302

Remote Address:216.24.57.253:443

Referrer Policy:strict-origin-when-cross-origin

REQUEST HEADER

:authority:qwallity-dev.onrender.com

:method:POST

:path:/login:scheme:https

Accept:text/html,application/xhtml+xml,application/xml;q=0.9,image/avif,image/webp,image/apng,\*/\*;q=0.8,application/signed-exchange;v=b3;q=0.7

Accept-Encoding:

gzip, deflate, br

Accept-Language:

en-US,en;q=0.9,hy;q=0.8,ru;q=0.7

Cache-Control:

max-age=0

Content-Length:57

Content-Type:application/x-www-form-urlencoded

Cookie:session=bf5b106f-b88f-46fd-9b91-96c48990576c

Origin:https://qwallity-dev.onrender.com

Referer:https://qwallity-dev.onrender.com/login

Sec-Ch-Ua:"Not/A)Brand";v="99", "Google Chrome";v="115", "Chromium";v="115"

Sec-Ch-Ua-Mobile:?0

Sec-Ch-Ua-Platform:"Windows"

Sec-Fetch-Dest:document

Sec-Fetch-Mode:navigate

Sec-Fetch-Site:same-origin

Sec-Fetch-User:?1

Upgrade-Insecure-Requests:1

User-Agent:Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/115.0.0.0 Safari/537.36

RESPONSE HEADER

Alt-Svc:h3=":443"; ma=86400

Cf-Cache-Status:DYNAMIC

Cf-Ray:7f82f36ef81b7d21-EVN

Content-Type:text/html; charset=utf-8

Date:Thu, 17 Aug 2023 15:29:11 GMT

Location:https://qwallity-dev.onrender.com/home

Server:cloudflare

Set-Cookie:session=bf5b106f-b88f-46fd-9b91-96c48990576c; Expires=Sun, 17-Sep-2023 15:29:11 GMT; HttpOnly; Path=/

Vary:Accept-Encoding

X-Render-Origin-Server:gunicorn

ADD COURS

General

Request URL:https://qwallity-dev.onrender.com/add\_course/api

Request Method:POST

Status Code:200

Remote Address:216.24.57.253:443

Referrer Policy:strict-origin-when-cross-origin

REQUEST HEADER

:authority:qwallity-dev.onrender.com

:method:POST

:path:/add\_course/api

:scheme:https

Accept:application/json

Accept-Encoding:gzip, deflate, br

Accept-Language:en-US,en;q=0.9,hy;q=0.8,ru;q=0.7

Content-Length:58

Content-Type:application/json

Cookie:session=bf5b106f-b88f-46fd-9b91-96c48990576c

Origin:https://qwallity-dev.onrender.com

Referer:https://qwallity-dev.onrender.com/add\_course

Sec-Ch-Ua:"Not/A)Brand";v="99", "Google Chrome";v="115", "Chromium";v="115"

Sec-Ch-Ua-Mobile:

?0

Sec-Ch-Ua-Platform:

"Windows"

Sec-Fetch-Dest:empty

Sec-Fetch-Mode:cors

Sec-Fetch-Site:same-origin

User-Agent: Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/115.0.0.0 Safari/537.36

RESPONSE HEADER

Alt-Svc:h3=":443"; ma=86400

Cf-Cache-Status:DYNAMIC

Cf-Ray:7f849b61b8507d35-EVN

Content-Encoding:br

Content-Type:application/json

Date:Thu, 17 Aug 2023 20:18:34 GMT

Server:cloudflareSet-Cookie:

session=bf5b106f-b88f-46fd-9b91-96c48990576c; Expires=Sun, 17-Sep-2023 20:18:34 GMT; HttpOnly; Path=/

Vary:Accept-Encoding

X-Render-Origin-Server:Gunicorn